
R7000
Intelligent Security Management

All Your Automation in One

The R7000 platform advances security automation and simplifies incident 

response for physical security operations of every size. 

Operators can take complete command of any threat situation emerging 

from across their physical security and building technologies – all through a 

single pane of glass.  

This improves the speed and quality of incident response, while reducing 

false alarms and operational expenses for enterprise-wide command, 

control and display (CCD) applications.

Unlike Other Security Management Solutions:

Continuous Evaluation:  All data processed in real-time

Risk Visualization:  All data presented in dynamic user interface

Threat Hunting:  All data evaluated against security policy for early 
warnings of complex threats

Automate Routines:  Eliminate routine manual processes for improved 
responses

Orchestrate Responses:  Connect and integrate disparate tools for 
improved responses

Adaptive Playbooks:  Adjust security procedures based on real-time 
activity

Contextual Credentials:  Adjust internal facility access privilege based 
on real-time activity

Standard Features
All R1000, R3000, and R5000 features 
are standard with R7000 tier. 

 � Risk-Adaptive Awareness Server  
 License

 � Risk-Adaptive Command &   
 Control Server License

 � Mobile Guard Clients

 � Employee Onboarding & Off-  
 Boarding Clients

 � GPS Maps Workstation Clients

 � Centralized Monitoring Thin   
 Clients

 � Situational Awareness   
 Workstation Clients

 � Risk Awareness Workstation   
 Clients

 � Risk-Adaptive Command &   
 Control Workstation Clients

 � Access Control Hardware   
 Connector

System Options
All R1000, R3000, and R5000 system 
options are available with R7000 tier. 

 � Weapon Detection Connector

 � Emergency Weather Connector

 � Visitor Management Connector

 � Asset Tracking Connector

 � Tailgate Detection Connector

 � Population Counting Connector

 � Platformatics LED Lighting   
 Connector

 � Active Directory Connector

 � Access Control Software   
 Connector
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MAKING SECURITY INTELLIGENT
ReconaSense helps protect people, assets, buildings, and cities 

with its integrated automation and unified physical security 

intelligence platform. ReconaSense identifies and mitigates 

potential threats and attacks before they happen by providing 

security teams the ability to go beyond managing data and 

individual alerts to achieving authentic situational awareness 

and rapid response capabilities.
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Simplified Security Management with Advanced Automation  
Seamlessly integrate, control and analyze all security inputs from virtually any source with ReconaSense. You can monitor 
and control access using a customizable and intuitive interface that’s available from a mobile device, workstation or your SOC. 
ReconaSense works together with Mercury intelligent controllers to provide security and managed access for as many doors  
and entry points as needed.

ReconaSense
Mobile Clients

Integration Platform

PACS • ERP • Video • IoT • 
Building Automation • 

Weather • OT • HR • 
Visitor Mgmt • Weapon 

Detection • Social Media • 
Cyber

TCP/IP NETWORK

Primary
Secondary
RS-232/485
TCP/IP

RS-485 Multi-drop
• Up to 4000 ft.
• Up to 64 downstream devices

RS-485 Multi-drop
• Up to 4000 ft.
• Up to 64 downstream devices

ReconaSense
Security Server

(may be used as a workstation)

ReconaSense
Client Workstation(s)

LP-4502 LP-1502LP-4502LP-4502

MR-52 MR16OUT MR16IN MR-50
Reader Reader

LP-1501

Reader Reader
Reader

ReconaSense
Security Operations 
Center (SOC) Client

CENTRAL SERVER REQUIREMENTS

Operating System Windows 10, 2012, 2012 R2

CPU i5 or i7 with 2GHz or faster with + 4 Cores

Hard Disk Space  12 GB

Database Space 1 TB

Database Versions SQL 2010 – SQL 2014

SYSTEM CAPACITIES

Access Control Reader Licenses Unlimited

Access Control Reader License Unlimited

Access Control Credential Unlimited

Credential Formats Unlimited

Cameras Viewable Unlimited

Concurrent Workstation Clients 8 per site
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